
Articularis Healthcare Group, Inc. Notice of Privacy Practices 

This notice describes how medical information about you may be used and disclosed and how you can get access to this 
information. Contact the Privacy Officer 843-572-4840 with any questions. 

Effective: November 13, 2019 

We are committed to protect the privacy of your personal health information (PHI). This Notice of Privacy Practices (Notice) describes 
how we may use within our practice or network and disclose (share outside of our practice or network) your PHI to carry out 
treatment, payment or health care operations. We may also share your information for other purposes that are permitted or required 
by law. This Notice also describes your rights to access and control your PHI. 

We are required by law to maintain the privacy of your PHI. You will be notified of any breach of unsecured PHI. We will follow the 
terms outlined in this Notice. We may change our Notice, at any time. Any changes will apply to all PHI. Upon your request, we will 
provide you with any revised Notice by: 
• Posting the new Notice in our office.
• Providing a copy of the new Notice in our office or by mail, upon request.
• Posting the revised Notice on our website, www.articularishealthcare.com.

Uses and Disclosures of Your PHI  
The law permits or requires us to use or disclose your PHI for various reasons, which we explain in this Notice. We have included some 
examples, but we have not listed every permissible use or disclosure. When using or disclosing PHI or requesting your PHI from 
another source, we will make reasonable efforts to limit our use, disclosure, or request about your PHI to the minimum we need to 
accomplish our intended purpose. 

Uses and Disclosures for Treatment, Payment or Health Care Operations 
• Treatment. We may use or disclose your PHI and share it with other professionals who are treating you, including doctors, nurses,

technicians, medical students, or hospital personnel involved in your care. For example, we might disclose information about your
overall health condition with physicians who are treating you for a specific injury or condition.

• Payment. We may use and disclose your PHI to bill and get payment from health plans or others. For example, we share your PHI
with your health insurance plan so it will pay for the services you receive.

• Health Care Operations. We may use and disclose your PHI to run our practice and improve your care. For example, we may use
your PHI to manage the services you receive or to monitor the quality of our health care services.

Other Uses and Disclosures of Your PHI  
We may share your information in other ways, usually for public health or research purposes or to contribute to the public good. For 
example, these other uses and disclosures may involve: 
• Our Business Associates. We may use and disclose your PHI to our business associates that perform services on our behalf, such

as auditing, legal, or transcription. The law requires our business associates and their subcontractors to protect your PHI in the
same way we do. We also contractually require these parties to use and disclose your PHI only as permitted and to appropriately
safeguard your PHI.

• Health Information Exchanges. We participate in health information exchanges (HIEs), which support electronic information
sharing among members for treatment, payment, and health care operations purposes. Individuals may opt-out of HIEs. We will
use reasonable efforts to limit the sharing of PHI in these electronic sharing activities for individuals who have opted out. If you
would like to opt out, please contact our Privacy Officer.

• Legal Compliance. For example, we will share your PHI if the Department of Health and Human Services requires it when
investigating our compliance with privacy laws.

• Public Health and Safety Activities. For example, we may share your PHI to report injuries, births, and deaths; prevent disease;
report adverse reactions to medications or medical device product defects; report suspected child neglect or abuse or domestic
violence; or avert a serious threat to public health or safety.

• Responding to Legal Actions. For example, we may share your PHI to respond to a court or administrative order or subpoena;
discovery request; or another lawful process.

• Research. For example, we may share your PHI for some types of health research that do not require your authorization, such as
if an institutional review board (IRB) has waived the written authorization requirement [because the disclosure only involves
minimal privacy risks].

• Medical Examiners or Funeral Directors. For example, we may share PHI with coroners, medical examiners, or funeral directors
when an individual dies.

• Organ or Tissue Donation. For example, we may share your PHI to arrange an authorized organ or tissue donation from you or a
transplant for you.



• Workers’ Compensation. We may use and disclose your PHI for workers’ compensation claims; health oversight activities by
federal or state agencies; law enforcement purposes or with a law enforcement official; or specialized government functions,
such as military and veterans’ activities, national security and intelligence, presidential protective services or medical suitability.

Your Choices 
For certain health information, you can tell us your choices about what we share. If you have a clear preference for how we share your 
information in the situations described below, please contact us and we will make reasonable efforts to follow your instructions. You 
have both the right and choice to tell us whether to: 
• Share information such as your PHI, general condition or location, with friends or family members, or other persons involved in

your care.
• Share information in a disaster relief situation, such as to a relief organization to assist with locating or notifying your family, close

friends or others involved in your care.

We may share your information if we believe it is in your best interest, according to our best judgement, and: 
• If you are unable to tell us your preference, for example, if you are unconscious.
• When needed to lessen a serious and imminent threat to health or safety.

Your Rights 
You have certain rights related to your protected health information. All requests to exercise your rights must be made in writing. 

Inspect and obtain a copy of your protected health information. You may inspect and obtain a copy of protected health information 
about you that is contained in a designated record set for as long as we maintain the protected health information. If requested, we 
will provide you a copy of your records in an electronic format. There are some exceptions to records which may be copied and the 
request may be denied. We may charge you a reasonable cost-based fee for a copy of the records. 

Request Additional Restrictions. You have the right to ask us to limit what we use or share about your PHI. You can contact us and 
request us not to use or share certain PHI for treatment, payment, or operations or with certain persons involved in your care. For 
these requests:  
• we are not required to agree;
• we may say “no” if it would affect your care; but
• we will not agree to disclose information to a health plan for purposes of payment or health care operations if the requested

restriction concerns a health care item or service for which you or another person, other than the health plan, paid in full out-of-
pocket, unless otherwise required by law.

You have the right to request for us to communicate in different ways or in different locations. We will agree to reasonable requests. 
We may also request alternative address or other method of contact such as mailing information to a post office box. We will not ask 
for an explanation from you about the request. 

Make Amendments. You may ask us to correct or amend PHI that we maintain about you that you think is incorrect or inaccurate. For 
these requests: 
• You must submit requests in writing, specify the inaccurate or incorrect PHI and provide a reason that supports your request.
• We will generally decide to grant or deny your request within 60 days. If we cannot act within 60 days, we will give you a reason

for the delay in writing and include when you can expect us to complete our decision.
• We may deny your request for an amendment if you ask us to amend PHI that is not part of our record, that we did not create,

that is not part of a designated record set, or that is accurate and complete.

Request an Accounting of Disclosures. This right applies to disclosures for purposes other than treatment, payment or healthcare 
operations. You may request them for the previous six years or a shorter timeframe. If you request more than one list within a 12-
month period, you may be charged a reasonable fee. 

Additional Privacy Rights 
You have the right to obtain a paper copy of this notice from us, upon request. We will provide you a copy of this Notice the first day 
we treat you at our facility. In an emergency we will give you this Notice as soon as possible. You have a right to receive notification of 
any breach of your protected health information. 

Complaints 
You have the right to complain if you feel we have violated your rights. We will not retaliate against you for filing a complaint. You may 
either file a complaint: 
• directly with us by contacting the Privacy Officer. All complaints must be submitted in writing.
• with the Office for Civil Rights at the US Department of Health and Human Services (HHS). Send a letter to U.S. HHS at 200

Independence Ave., S.W., Washington, D.C. 20201; call 1-800-368-1019; or visit www.hhs.gov/ocr/privacy/hipaa/complaints/.



Acknowledgment of Receipt  
  "NOTICE OF PRIVACY PRACTICES" 

I acknowledge that I have received a copy of the "Notice of Privacy Practices" for 
protected health information on the date set forth below. 

__________________________________________   __________________________________________ 
Date of Receipt        Patient Date of Birth 

__________________________________________   __________________________________________ 
Print Patient Name         Print Name of Authorized Personal Representative 

__________________________________________    __________________________________________ 
Patient Signature        Signature of Authorized Personal Representative 

__________________________________________
Please Indicate Relationship to Patient 

FOR USE BY PRACTICE PERSONNEL ONLY 
(Complete only if patient acknowledgement is not obtained) 

An Acknowledgement of Receipt of Notice of Privacy Practices was not received because: 

 Patient refused to sign Acknowledgment 

 Unable to gain signed Acknowledgment due to communication / language or another barrier 

 Patient was unable to sign Acknowledgment due to emergency treatment situation 

 Other (please indicate reason): __________________________________________________________ 

__________________________________________   
Staff Signature        

Last Updated:  1/27/2020 
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